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NEW REPUBLICAN BILL IS NETWORK 
NEUTRALITY IN NAME ONLY 

Barbara van Schewick* & Morgan N. Weiland** 

INTRODUCTION 

After a year of debates and a month before the Federal Communication 
Commission’s (FCC’s) rulemaking on network neutrality, the GOP has finally 
joined the party. Through a draft bill released late last week, congressional Re-
publicans have taken a step in the direction of supporting network neutrality. 
That’s a good thing, and moves them closer to the existing consensus. Roughly 
four million Americans submitted comments to the FCC calling for real net-
work neutrality rules over the past year,1 and polls show that both Republicans 
and Democrats2 overwhelmingly support a ban on fast lanes.3  

But, as written, the Republican bill provides network neutrality in name 
only. At first glance, the bill purports to ban paid prioritization, throttling, and 
blocking and applies the same rules to fixed and mobile networks, echoing lan-
guage used by President Obama4 and FCC Chairman Tom Wheeler5 to de-
scribe their network neutrality proposals. But on closer examination, the bill is 
so narrowly written that it fails to adequately protect users, innovators, and 
speakers against blocking, discrimination, and access fees. 

 
 * Professor of Law, Helen L. Crocker Faculty Scholar, Stanford Law School; Direc-

tor, Center for Internet and Society, Stanford Law School; Professor (by Courtesy) of Elec-
trical Engineering, Stanford University.  

 ** J.D. Candidate, Stanford Law School, 2015; Ph.D. Candidate, Stanford Depart-
ment of Communication; Student Fellow, Center for Internet and Society; Bradley Student 
Fellow, Stanford Constitutional Law Center; Stanford Graduate Fellow, Stanford University.  

 1. Jonathan Weisman, Shifting Politics of Net Neutrality Debate Ahead of F.C.C. 
Vote, N.Y. TIMES (Jan. 19, 2015), http://www.nytimes.com/2015/01/20/technology/shifting 
-politics-of-net-neutrality-debate-ahead-of-fcc-vote.html. 

 2. Max Ehrenfreund, New Poll: Republicans and Democrats Both Overwhelmingly 
Support Net Neutrality, WASH. POST WONKBLOG (Nov. 12, 2014), http://wapo.st/1BbkFD7. 

 3. Press Release, Univ. of Del. Ctr. for Political Commc’n, National Survey Shows 
Public Overwhelmingly Opposes Internet “Fast Lanes,” (Nov. 10, 2014), http://www.udel 
.edu/cpc/research/fall2014/UD-CPC-NatAgenda2014PR_2014NetNeutrality.pdf. 

 4. Net Neutrality: President Obama’s Plan for a Free and Open Internet, WHITE 
HOUSE, http://www.whitehouse.gov/net-neutrality (last visited Jan. 20, 2015). 

 5. Megan Geuss, Title II for Internet Providers Is All but Confirmed by FCC Chair-
man, ARS TECHNICA (Jan. 7, 2015, 3:22 PM PST), http://arstechnica.com/business/2015/01 
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A meaningful network neutrality regime requires bright-line rules prohibit-
ing all forms of access fees, application-specific discrimination, and blocking. 
Unfortunately, the Republican bill is insufficient along each key dimension re-
quired to achieve real network neutrality, thereby dramatically departing from 
the network neutrality consensus that emerged over the past year. Thus, as cur-
rently written, the bill does not constitute an alternative to the adoption of 
meaningful network neutrality rules by the FCC under Title II of the Commu-
nications Act, coupled with appropriate forbearance. 

KEY PROBLEMS WITH THE REPUBLICAN BILL 

Here are some of the problems with the bill. 
 
1. The bill doesn’t actually ban “paid prioritization” (aka access fees).  
 
The bill imposes a ban on paid prioritization,6 but then defines the term so 

narrowly that it captures only a small subset of practices that harm innovation 
and free speech online. Mirroring the definition of paid prioritization used by 
Internet Service Providers (ISPs) in their filings with the FCC,7 the bill would 
prohibit ISPs from charging providers of Internet applications, content, and 
services a fee for prioritization of their packets. It would allow ISPs to charge 
for any other forms of preferential treatment that do not involve prioritization.8  

 
 6. According to section 13(a)(4), a provider of broadband Internet access service 

“may not engage in paid prioritization.” Bill to Amend the Communications Act of 1934, 
H.R. __, 114th Cong., sec. 1, § 13(a)(4) (Discussion Draft Jan. 16, 2015) [hereinafter House 
Draft Bill], available at http://energycommerce.house.gov/sites/republicans 
.energycommerce.house.gov/files/114/BILLS-114hr-PIH-OpenInternet.pdf; Bill to Amend 
the Communications Act of 1934, S. __, 114th Cong., sec. 1, § 13(a)(4) (Discussion Draft 
Jan. 16, 2015) [hereinafter Senate Draft Bill], available at http://www.commerce.senate.gov 
/public/?a=Files.Serve&File_id=7a90bcad-41c9-4f11-b341-9e4c14dac91c. 

 7. See, e.g., Comments of AT&T Services, Inc. at 30-35, Protecting and Promoting 
the Open Internet, GN Docket No. 14-28, Framework for Broadband Internet Services, GN 
Docket No. 10-127 (July 15, 2014), available at http://apps.fcc.gov/ecfs/document/view 
?id=7521679206 (explaining that AT&T’s approach to banning paid prioritization “would 
permit user-directed prioritization as well as other individualized arrangements that are 
commercially reasonable and that do not involve prioritization of packets” (emphasis omit-
ted)); see also AT&T Services, Inc., Notice of Ex Parte Conversations, Protecting and Pro-
moting the Open Internet, GN Docket No. 14-28, Framework for Broadband Internet Ser-
vices, GN Docket No. 10-127 (Sept. 12, 2014), available at http://apps.fcc.gov/ecfs 
/document/view?id=7522266321 (“We explained that the Commission could address con-
cerns about the provision of ‘fast lanes’ to favored edge providers, by prohibiting non-user 
directed paid prioritization. Arrangements between Internet service providers and edge pro-
viders for other services would be subject to a multi-factor test under a ‘commercial reason-
ableness’ standard. Such an approach would preserve the ability of Internet service providers 
to engage in individualized negotiations with edge providers for a host of services, while 
prohibiting the precise practice that has raised ‘fast lane’ concerns.”). 

 8. According to section 13(g)(2) of the bill, “[t]he term ‘paid prioritization‘ means 
the speeding up or slowing down of some Internet traffic in relation to other Internet traffic 
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By contrast, when network neutrality proponents call for a ban on paid pri-
oritization, they use the term broadly—as shorthand for a ban on all forms of 
access fees.9 Network neutrality proponents are concerned about the harmful 
effects of allowing ISPs to charge application and content providers for any 
form of preferential treatment—not just about the harmful effects of charging 
for prioritizing packets. 

The bill’s narrow definition of “paid prioritization” renders the ban on 
“paid prioritization” meaningless. While the bill would prohibit Comcast and 
other ISPs from charging Netflix for improving the performance of its online 
video service by prioritizing Netflix packets, ISPs could still strike deals for 
any other type of preferential treatment. For example, Netflix could pay to en-
sure that its data packets receive a guaranteed amount of bandwidth during 
times of congestion or to ensure that its packets do not count against subscrib-
ers’ monthly bandwidth cap—a practice called “zero-rating.” But if large, es-
tablished companies can pay so that their content loads faster or doesn’t count 
against users’ bandwidth caps, start-ups that can’t pay will be unable to com-
pete. Thus, these practices pose the same threat to innovation and free speech 
as fees in exchange for prioritization.  

Worse, under the Republican bill, deals for preferential treatment other 
than prioritization are automatically legal and cannot be challenged. This al-
lows ISPs to enter into the worst types of deals: exclusive or discriminatory 
ones.10 An ISP could offer a guaranteed amount of bandwidth only to Netflix, 
but not to Hulu, or charge different prices to Netflix and Hulu for the same ser-
 
over the consumer’s broadband Internet access service by prioritizing or deprioritizing pack-
ets based on compensation or lack thereof by the sender to the broadband Internet access 
service provider.” House Draft Bill, supra note 6, sec. 1, § 13(g)(2); Senate Draft Bill, supra 
note 6, sec. 1, § 13(g)(2). 

 9. Access fees are fees that the network provider imposes on application and content 
providers who are not its Internet service customers. Access fees come in two variants: In the 
first variant, an ISP charges application or content providers for the right to access the net-
work provider’s Internet service customers. Applications whose providers do not pay the ac-
cess fee cannot be used on the network provider’s access network. In the second variant, a 
network provider charges application providers for prioritized or otherwise enhanced access 
to the network provider’s Internet service customers. For example, if an application provider 
has paid such an access fee, the application’s data packets may receive a better type of ser-
vice (e.g., priority or a guaranteed amount of bandwidth) on the network provider’s access 
network or may not count against a user’s monthly bandwidth cap (“zero-rating”). See Bar-
bara van Schewick, Notice of Ex Parte Meeting at 5, Preserving the Open Internet, GN 
Docket No. 09-191, Protecting and Promoting the Open Internet, GN Docket No. 14-28 
(Sept. 19, 2014), available at http://apps.fcc.gov/ecfs/document/view?id=7522904134. 

 10. For a full discussion of the two types of access fees, why they pose unique prob-
lems, and how the Open Internet Order addressed them, see Barbara van Schewick, The FCC 
Changed Course on Network Neutrality. Here Is Why You Should Care., STAN. LAW SCH. 
CTR. FOR INTERNET & SOC’Y BLOG (Apr. 25, 2014, 7:16 AM), http://cyberlaw.stanford.edu 
/blog/2014/04/fcc-changed-course-network-neutrality-here-why-you-should-care [hereinaf-
ter van Schewick, FCC Changed Course]. See also Barbara van Schewick, The Case for Re-
booting the Network-Neutrality Debate, ATLANTIC (May 6, 2014, 2:37 PM ET), 
http://www.theatlantic.com/technology/archive/2014/05/the-case-for-rebooting-the-network 
-neutrality-debate/361809. 
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vice, giving ISPs a powerful tool to distort competition among applications or 
classes of applications. Even the rules proposed by the FCC in May 2014 
would not have gone so far to insulate ISPs. Those rules would at least have al-
lowed the FCC to review such deals to ensure they were commercially reason-
able.  

The bill is silent on the second kind of access fees—fees that an ISP charg-
es to application and content providers for access to their Internet service cus-
tomers. The FCC’s Open Internet Order treated this kind of access fee as a spe-
cial case of blocking and explicitly prohibited it.11  

Any meaningful network neutrality bill needs to ban all types of access 
fees, not just fees paid in return for prioritization. As the FCC in its Open Inter-
net Order12 and President Obama13 have recognized, this approach is the only 
way to protect Internet users’ choice and prevent companies that are able to pay 
from having an advantage over companies that cannot pay. This principle is es-
sential to ensure that start-ups, small businesses, independent artists, and non-
profits can compete and be heard, which is vital to innovation, economic 
growth, and free speech.  

 
2. The “no throttling” rule prohibits only a subset of ISPs’ harmful dis-

criminatory practices. 
 
Any meaningful network neutrality regime includes a nondiscrimination 

rule that constrains ISPs’ ability to engage in forms of differential treatment 
that fall short of blocking. Such behavior is often an attractive alternative to 
blocking, since it allows an ISP to make certain applications more or less at-
 

 11. See Preserving the Open Internet (Open Internet Order), 25 FCC Rcd. 17,905, 
17,943-44 (2010) (report and order), vacated in part, Verizon v. FCC, 740 F.3d 623 (D.C. 
Cir. 2014) (“Some concerns have been expressed that broadband providers may seek to 
charge edge providers simply for delivering traffic to or carrying traffic from the broadband 
provider’s end-user customers. To the extent that a content, application, or service provider 
could avoid being blocked only by paying a fee, charging such a fee would not be permissi-
ble under these rules.” (footnote omitted)); see also van Schewick, FCC Changed Course, 
supra note 10. 

 12. The FCC’s Open Internet Order also addressed “a commercial arrangement be-
tween a broadband provider and a third party to directly or indirectly favor some traffic over 
other traffic in the broadband Internet access service connection to a subscriber of the broad-
band provider (i.e., ‘pay for priority’),” Open Internet Order, 25 FCC Rcd. at 17,947, and 
noted that the Open Internet Notice of Proposed Rulemaking “prohibit[ed] broadband pro-
viders from ‘charg[ing] a content, application, or service provider for enhanced or prioritized 
access to the subscribers of the broadband Internet access service provider,’” id. at 17,947 
n.229 (second alteration in original) (quoting 24 FCC Rcd. 13,064, 13,104 (proposed Oct. 
22, 2009)). 

 13. Statement on Internet Neutrality, 2014 DAILY COMP. PRES. DOC. 841, at 1-2 (Nov. 
10, 2014) (“No paid prioritization. Simply put: No service should be stuck in a ‘slow lane’ 
because it does not pay a fee. That kind of gatekeeping would undermine the level playing 
field essential to the Internet’s growth. So, as I have before, I am asking for an explicit ban 
on paid prioritization and any other restriction that has a similar effect.” (italics omitted)); 
see also Net Neutrality: President Obama’s Plan for a Free and Open Internet, supra note 4.  
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tractive in a less drastic way—obtaining the same effect as outright blocking 
but at lower costs to the ISP. Thus, differential treatment provides another 
mechanism for an ISP to distort competition and user choice. Without a non-
discrimination rule, ISPs—and not the market—can pick winners and losers 
online.  

While the Republican bill includes a “no throttling” rule, that rule has two 
significant flaws. First, the ban on “throttling” only addresses some forms of 
differential treatment: it narrowly applies only to technical discrimination, i.e., 
the differential handling of packets in the network.14 The bill does not limit 
economic forms of differential treatment like zero-rating or application-specific 
pricing, providing ISPs with ample means to distort competition and interfere 
with user choice. Second, even for technical discrimination, the bill allows ISPs 
to discriminate against classes of applications, again creating a gap in protec-
tion. 

As to the first flaw, because the bill’s “no throttling” rule applies only to 
technical differentiation, it allows ISPs to favor certain applications over others 
using nontechnical means.15 For example, an ISP could exempt its own appli-
cation (or a partner’s application) from its subscribers’ monthly bandwidth cap, 
while counting competing applications against the cap.  

Indeed, ISPs already have engaged in this type of behavior. In 2012, Com-
cast introduced the Xfinity TV app for the Xbox. The application allowed peo-
ple who subscribed both to Comcast’s pay TV and to its Internet service to 
stream on-demand video over the Internet to the Xbox. Traffic created by that 
application did not count towards subscribers’ monthly bandwidth cap, while 
traffic created by unaffiliated online video applications, such as Netflix, Hulu, 
or HBO GO, counted towards the cap.16 Like technical discrimination, these 
exemptions from bandwidth caps, also called zero-rating, artificially make 
some applications more attractive than others. And just like technical discrimi-

 
 14. According to section 13 (a)(3) of the bill, a provider of broadband Internet access 

service “may not throttle lawful traffic by selectively slowing, speeding, degrading, or en-
hancing Internet traffic based on source, destination, or content, subject to reasonable net-
work management.” House Draft Bill, supra note 6, sec. 1, § 13(a)(3); Senate Draft Bill, su-
pra note 6, sec. 1, § 13(1)(3). 

 15. On the need to include nontechnical forms of differential treatment in the scope of 
nondiscrimination rules, see Barbara van Schewick, Network Neutrality and Quality of Ser-
vice: What a Nondiscrimination Rule Should Look Like, 67 STAN. L. REV. 1, 30-33 (2015), 
available at http://www.stanfordlawreview.org/sites/default/files/67_Stan_L_Rev_1_van 
_Schewick.pdf.  

 16. See van Schewick, supra note 15, at 31-32. Zero-rating of an ISP’s own applica-
tions is widespread in Europe. See, e.g., List of 75 Zero-Rated, Potentially Anti-Competitive 
Mobile Applications/Services, Violating Net Neutrality, in EU28, DIGITAL FUEL MONITOR 
(Oct. 2014), http://dfmonitor.eu/insights/2014_oct_zerorate; Still Not Convinced that Some 
EU Telcos Are Trying to Foreclose the Mobile Cloud Storage Market?, DIGITAL FUEL 
MONITOR (June 6, 2014), http://dfmonitor.eu/downloads/Still_not_convinced_that_some_EU 
_telcos_are_trying_to_foreclose_the_mobile_cloud_storage_market_09062014_PUBLIC 
.pdf. 



90 STANFORD LAW REVIEW ONLINE [Vol. 67:85 

nation, these forms of economic discrimination allow ISPs to tilt the market in 
favor of specific applications and to “pick winners and losers” on the Internet. 

Similarly, the bill would allow ISPs to vary charges for Internet access de-
pending on the applications used by a subscriber. For example, in Europe, 
many mobile ISPs ban the use of Internet telephony applications such as Skype; 
people who want to use these applications on their mobile devices can buy an 
“Internet telephony option” that allows them to use Internet telephony for an 
extra fee. This allows ISPs to effectively tax certain applications and make 
them less attractive to users, or to extract more of the value that users derive 
from the use of those applications.  

Second, even for technical discrimination, the protections afforded by the 
bill are incomplete. The “no throttling” rule only prohibits technical discrimina-
tion based on source, destination, or content. While this rule would prohibit an 
ISP from singling out an application by a specific provider for positive or nega-
tive treatment, it seems to allow discrimination among classes of applications. 
So an ISP would be prohibited from speeding up Netflix over Hulu or 
YouTube, or from giving preferential treatment only to its own online video 
application by throttling unaffiliated ones. That’s good. But ISPs would be able 
to steer users towards certain categories of applications and away from others. 
Again, this allows them to distort competition and interfere with user choice. 
For example, ISPs might provide low-delay service that might be used for 
online gaming to users for a fee, but refuse to offer low-delay service to online 
telephony applications like Skype or Vonage that might also benefit from this 
type of service, since that would make these applications more competitive 
with the ISP’s own telephony offering.17  

Any meaningful network neutrality regime needs to include a nondiscrimi-
nation rule that applies to all forms of differential treatment and bans discrimi-
nation based on application or classes of applications (what network neutrality 
proponents call “application-specific discrimination”).18 The Republican pro-
posal falls short by just banning technical discrimination, and even in that in-
stance, the bill only bans discrimination among applications in the same class. 

 
3. The bill’s exception for reasonable network management does not re-

quire application-agnosticism, opening the door to discriminatory network 
management practices.  

 
In the bill, the rules against blocking and throttling, as well as the device 

attachment rule that allows the attachment of nonharmful devices, are all sub-
ject to an exception for reasonable network management.19 However, unlike 

 
 17. For more on the problems with allowing discrimination among different classes of 

applications, see van Schewick, supra note 15, at 102-24. 
 18. See id. at 124-52.  
 19. According to section 13(f) of the bill, “a network management practice is reasona-

ble if it is appropriate and tailored to achieving a legitimate network management purpose, 



January 2015] NEUTRALITY IN NAME ONLY 91 

the reasonable network management exception from the FCC’s 2010 Open In-
ternet Rules, the bill does not require ISPs to manage their networks in a man-
ner that is as application-agnostic as possible. Despite copying nearly verbatim 
the reasonable network management exception from the 2010 Open Internet 
Rules, the bill fails to include the Open Internet Order’s essential qualifying 
language: according to the text of the Order, the FCC would have evaluated the 
reasonableness of network management practices based on whether they are 
application-agnostic and respect the principle of user choice. 

Because the bill only requires network management to be “appropriate and 
tailored,”20 ISPs could still justify network management practices targeting 
specific applications or classes of applications as a tailored, and therefore per-
missible, approach to managing congestion, as long as the discrimination is 
limited to times of congestion.  

This is a real problem. As experience from the United States, Canada, and 
the United Kingdom has shown, ISPs routinely manage congestion by singling 
out specific applications or classes of applications when they are not required to 
manage their networks in an application-agnostic manner.21 For example, an 
ISP might—as did the British ISP BT in 2009—throttle streaming video to 896 
kilobits per second for users of its “Up to 8 Mbps Option 1” Internet service 
packet from 5:00 PM to midnight to manage congestion, limiting users’ ability 
to watch video when most users would like to do so, while allowing the use of 
other applications that might be equally bandwidth intensive. 

Such discriminatory network management practices significantly constrain 
users’ ability to use the Internet as they like during peak times and make it 
more difficult for affected applications to reach their users. As online video 
company Zediva explained to the FCC in 2010,  

 Discriminatory network management of this type would put the affected 
applications at a severe disadvantage. Companies that offer these applications 
and services will be less able to reach their users during times of congestion, 
which in turn may affect their success in the market (who wants to use an ap-
plication or service that is less usable during peak time, when most people ac-
tually want to use the Internet?) and their ability to get funding—thus squash-
ing innovation before it has had a chance to prove itself in the marketplace.22 

By contrast, requiring network management to be tailored, appropriate, and as 
application-agnostic as possible gives network providers the tools they need to 
manage their networks and maintain a quality experience for all Internet users, 

 
taking into account the particular network architecture and any technology and operational 
limitations of the broadband Internet access service provider.” House Draft Bill, supra note 
6, sec. 1, § 13(f); Senate Draft Bill, supra note 6, sec. 1, § 13(f). 

 20. House Draft Bill, supra note 6, sec. 1, § 13(f); Senate Draft Bill, supra note 6, sec. 
1, § 13(f). 

 21. See van Schewick, supra note 15, at 113-14. 
 22. Ex Parte Letter of Zediva at 3-4, Preserving the Open Internet, GN Docket No. 09-

191, Broadband Industry Practices, WC Docket No. 07-52 (Dec. 10, 2010), available at 
http://apps.fcc.gov/ecfs/document/view?id=7020923207. 
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while preserving the Internet’s ability to serve as a level playing field and sup-
port user choice even during times of congestion.23 For these reasons, the FCC 
and, following its example, the Canadian Radio-Television and Telecommuni-
cations Commission have long required network management to be as applica-
tion-agnostic as possible. The Republican bill should do so as well. 

 
4. The bill leaves “user choice” undefined, and this vacuum could be filled 

by ISPs’ problematic definition of the term.    
 
According to the bill, nothing in it “shall be construed to limit consumers’ 

choice of service plans or consumers’ control over their chosen broadband In-
ternet access service.”24 This sounds appealing—after all, preserving users’ 
ability to choose how they would like to use the Internet is one of the key goals 
of any network neutrality regime. However, this provision might be used to 
weaken the protections afforded by other parts of the bill under the guise of 
“user choice.” There is no explanation of what consumer choice and control 
mean. Depending on one’s interpretation of the concept, ISPs might be able to 
offer their services in ways that, while providing the illusion of user choice, 
still allow them to discriminate or charge access fees.  

To better understand how this might work, it’s helpful to unpack the differ-
ences between what network neutrality proponents mean when they say “user 
choice” as compared with how ISPs use the term. The debate over “user-
directed prioritization” provides a good example.  

Many network neutrality proponents support giving users the ability to 
choose and pay for different types of Internet service (also called “Quality of 
Service”) when using different applications on the Internet, but only under 
three limited conditions.25 First, in addition to normal Internet service, an ISP 
is allowed to offer additional types of service (for example, a low-delay service 
that reduces the amount of time data need to travel across the network or a ser-
vice that offers a guaranteed amount of bandwidth), but it cannot constrain the 
applications or classes of applications for which these services can be used. 
This means that a provider cannot control which applications or classes of ap-
plications get faster service. Second, users get to choose whether, when, and for 
which applications to use which class of service. For example, one person 
might use the low-delay service for important Internet telephony conversations, 
while another might use it for online gaming. Thus, people can select exactly 
the service quality that meets their needs. Third, the provider is allowed to 
charge only its own broadband Internet subscribers for use of these different 
services; it cannot charge application and content providers or entities that di-

 
 23. For more on the proposed exception for reasonable network management, see van 

Schewick, supra note 15, at 126-27, 137-40. 
 24. House Draft Bill, supra note 6, sec. 1, § 13(d)(1); Senate Draft Bill, supra note 6, 

sec. 1, § 13(d)(1).  
 25. For more on this, see van Schewick, supra note 15, at 133-37, 143-52. 
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rectly interconnect with the ISP’s last-mile network. This condition prevents 
the harms arising from access fees described above.  

At times, network neutrality proponents have referred to this practice as 
“user-controlled Quality of Service” or “user-driven prioritization.” 

Referring to network neutrality proponents’ support for “user-driven priori-
tization,” ISPs (most prominently AT&T) have asked the FCC to allow what it 
calls “user-directed prioritization,” claiming that network neutrality proponents 
are on board.26 But while the terms sound similar, they are not. AT&T’s pro-
posal would allow a much broader range of practices than network neutrality 
advocates would permit. It seems that AT&T views a practice as “user-
directed” if it includes some element of user direction or user choice, even if 
the ISP is engaging in one of the harmful practices described above.  

For example, AT&T seems to think an access fee is user-directed if the us-
er allows the ISP to charge an application provider like Netflix for preferential 
treatment (e.g., for extra bandwidth). According to Brian Fung, who described 
AT&T’s proposal in the Washington Post, “AT&T’s idea would still allow for 
commercial deals between companies. But they would have to be arranged as 
the result of one or more subscriber requests; the ISPs couldn’t offer fee-based 
prioritization just because they wanted to.”27  

But users’ consent to access fees does not resolve any of the problems that 
those fees pose to innovation and free speech. Under this bill, such an interpre-
tation of the concept of “user choice” would allow ISPs to circumvent the bill’s 
ban on paid prioritization, enabling ISPs to charge application and content pro-
viders as long as a user agrees to it. 

Similarly, a broad interpretation of “user choice” might allow ISPs to dis-
tort competition among applications by allowing users to “choose” among a 
constrained range of options. For example, an ISP might give users the 
“choice” to pay for a low-delay service for online gaming, but not for Internet 
telephony or another service that might also benefit from low delay.28 Thus, 
users would be able to “choose” whether they want to take advantage of the 

 
 26. See, e.g., Comments of AT&T Services, Inc., supra note 7, at 27-30, 31-35. 
 27. Brian Fung, AT&T’s Fascinating Third-Way Proposal on Net Neutrality, WASH. 

POST SWITCH (Sept. 15, 2014), http://wapo.st/1t0mWy9; see also Comments of AT&T Ser-
vices, Inc., supra note 7, at 34-35 (“Likewise, subject to user direction and without any pri-
oritization, a broadband Internet access provider could allow an edge provider to pay for an 
increase in the maximum bandwidth available to a customer; this would allow that edge pro-
vider to transmit at a higher speed than would otherwise be available under the customer’s 
chosen broadband speed tier, obviating the need for the customer to pay for a higher-speed 
service just to obtain a better experience when using a particular application.”). 

 28. For a real-world example of such an offering, see Success Story: Service Innova-
tion with Third Party Partnerships, SANDVINE (Aug. 16, 2013), https://www.sandvine.com 
/downloads/general/success-stories/success-story-vox-telecom-service-innovation-with 
-third-party-partnerships.pdf (describing an Internet access plan by a South African DSL 
provider that prioritizes all ports used for online gaming but not other ports or applications). 
For more on the motivations underlying such approaches, see van Schewick, supra note 15, 
at 119-20.  
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ISP’s offer for their online games, but they could not use the low-delay service 
for any other application that might benefit from such a service. While offering 
users some “choice,” such practices would still allow ISPs to distort competi-
tion by tilting the playing field in favor of certain applications or classes of ap-
plications by determining which applications can make use of a better type of 
service.  

Though we don’t know what the bill means by “user choice,” we do know 
that power abhors a vacuum. Because the bill doesn’t define this term, it is left 
up for grabs in the midst of an ongoing debate between network neutrality ad-
vocates and ISPs. Moreover, the bill exacerbates this power vacuum by strip-
ping the FCC of its authority to clarify the question through rulemaking. The 
agency would only have the power to interpret this provision after the harmful 
discrimination has already occurred and some adversely affected party spends 
the time and money to bring a complaint. All of this makes it less likely that the 
FCC will arrive at the targeted approach favored by network neutrality propo-
nents and more likely that it will favor the ISPs’ approach. 

 
5. Interconnection is left out of the bill—and can never be addressed.  
 
In its Notice of Proposed Rulemaking in May 2014, the FCC asked for 

comment on whether protections for interconnection with last-mile networks 
should be included in the new network neutrality rules. While many network 
neutrality proponents and representatives of smaller ISPs (e.g., Comptel and the 
National Telephone Cooperative Association) supported the inclusion, and 
President Obama encouraged the FCC to investigate the question,29 the larger 
ISPs and their lobbying associations (i.e., AT&T, Verizon, Comcast, and the 
National Cable and Telecommunications Association) vigorously opposed it. 
The bill effectively sides with large ISPs, opting not to let the FCC oversee or 
even investigate practices that last-mile ISPs engage in at the point of intercon-
nection with other networks, content delivery networks (CDNs), or large appli-
cation providers.  

Network neutrality rules should address interconnection.30 As the past few 
years have shown, ISPs can block, discriminate, or impose access fees either 

 
 29. Statement on Internet Neutrality, supra note 13, at 1 (“The connection between 

consumers and ISPs—the so-called last mile—is not the only place some sites might get spe-
cial treatment. So I am also asking the FCC to make full use of the transparency authorities 
the court recently upheld and, if necessary, to apply net neutrality rules to points of intercon-
nection between the ISP and the rest of the Internet.”); see also Net Neutrality: President 
Obama’s Plan for a Free and Open Internet, supra note 4. 

 30. On whether network neutrality rules have traditionally covered interconnection 
with last-mile networks, compare Marvin Ammori, Interconnection Disputes Are Network 
Neutrality Issues (of Netflix, Comcast, and the FCC), CIRCLEID (Apr. 7, 2014, 9:39 AM 
PST), http://www.circleid.com/posts/20140407_interconnection_disputes_are_network 
_neutrality_issues, with Harold Feld, My Insanely Long Field Guide to Understanding FCC 
Chairman Tom Wheeler Statement on Peering, WETMACHINE (Apr. 3, 2014), 
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while data are traveling across the ISP’s last-mile access network or when it en-
ters that network at the point of interconnection. For example, instead of slow-
ing down traffic while it travels over the ISP’s access network, the ISP can just 
allow the point of interconnection to congest. And as the experiences of Netflix 
and Level 3 illustrate, instead of explicitly charging application and content 
providers an access fee for prioritized or otherwise enhanced access to its Inter-
net service customers, an ISP can create a situation where the only way for an 
interconnecting network to receive satisfactory performance at the interconnec-
tion point is to pay the last-mile ISP for interconnection.31   

Although the interference happens at a different point in the network, the 
impact of blocking, discrimination, or access fees on users and application pro-
viders is the same, as is the harm to innovation and free speech. Users don’t 
care whether the eagerly awaited new season of House of Cards buffers be-
cause their video encounters congestion when entering the last-mile network at 
the point of interconnection or after it has entered that network. Application 
providers don’t care whether the fee they have to pay to get acceptable quality 
and remain competitive is for interconnection or for transport across the end 
users’ access network. Under these circumstances, regulating just one set of 
practices (i.e., only on the access network or only at the point of interconnec-
tion with last-mile networks) will ultimately be ineffective and irrelevant—
creating a loophole that allows ISPs to engage in the otherwise banned practic-
es at the unregulated point.  

Moreover, the bill would make it impossible for the FCC to regulate the is-
sue of last-mile interconnection at a later stage. It explicitly constrains the 
FCC’s rulemaking authority with respect to the network neutrality-related pro-
visions, makes it impossible to reclassify ISPs under Title II, and even removes 
the FCC’s ability to adopt rules based on section 706 of the Telecommunica-
tions Act. 

 
6. “Specialized services” are vague and largely unregulated, potentially 

creating a loophole in the network neutrality rules. 
 
The bill allows ISPs to offer so-called “specialized services,” subject to 

few constraints. Specialized services are “services other than broadband Inter-
net access service that are offered over the same network as, and that may share 
network capacity with, broadband Internet access service.”32 As the bill makes 
clear, its network neutrality rules should not be construed to limit ISPs’ ability 

 
http://www.wetmachine.com/tales-of-the-sausage-factory/my-insanely-long-field-guide-to 
-understanding-fcc-chairman-tom-wheeler-statement-on-peering. 

 31. See, e.g., OPEN TECH. INST., NEW AM. FOUND., “BEYOND FRUSTRATED”: THE 
SWEEPING CONSUMER HARMS AS A RESULT OF ISP DISPUTES (2014), available at http:// 
newamerica.org/downloads/OTI_Beyond_Frustrated_Final.pdf. 

 32. House Draft Bill, supra note 6, sec. 1, § 13(g)(3); Senate Draft Bill, supra note 6, 
sec. 1, § 13(g)(3).  
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to offer such services as long as they are not “offered or provided in ways that 
threaten the meaningful availability of broadband Internet access service or that 
have been devised or promoted in a manner designed to evade the purposes of 
this section.”33  

Apart from this expansive definition of specialized services, the bill impos-
es no limits on an ISP’s ability to offer them.  

ISPs have long been pushing for such a broad exception to any network 
neutrality regime that allows them to offer additional services over a user’s In-
ternet connection and claim that these additional services are not part of their 
broadband Internet access service and not subject to network neutrality rules. 
Although the FCC asked for additional comment on specialized services in 
2010,34 it is not clear what kind of specialized services ISPs have in mind or 
whether these services could be offered over a properly regulated broadband 
Internet access service.35  

The vague “specialized services” provision could be the sort of loophole 
that you could drive a truck through, enabling ISPs to circumvent network neu-
trality rules.36 For example, according to Harold Feld, Senior Vice President of 
Public Knowledge, the bill would allow “Comcast or AT&T or any other pro-
vider [to] offer its over-the-top online streaming service as a ‘specialized ser-
vice’ and give itself prioritized service. Companies could essentially sell priori-
tized service to specific applications or content simply by calling these fast 
lanes ‘specialized services.’”37 One could argue that this kind of service is “de-
signed to evade the purposes of” the bill’s network neutrality rules and would 
therefore be prohibited by the bill, but it is not clear how this language would 
be applied. After all, from the perspective of ISPs, being able to offer services 
that are not subject to network neutrality rules is the whole point of the special-
ized services exception.  

Additionally, exempting specialized services might give ISPs an incentive 
to limit (or fail to upgrade) the amount of capacity available for normal, regu-
 

 33. House Draft Bill, supra note 6, sec. 1, § 13(d)(2); Senate Draft Bill, supra note 6, 
sec. 1, § 13(d)(2).  

 34. Public Notice at 2-4, GN Docket No. 09-191, WC Docket No. 07-52 (FCC Sept. 1, 
2010), available at http://apps.fcc.gov/ecfs/document/view?id=7020912392. 

 35. For example, allowing ISPs to offer certain forms of user-controlled Quality of 
Service under the conditions described in Subpart 4 might remove one of the main justifica-
tions for specialized services. 

 36. See, e.g., Comments of Free Press Regarding Further Inquiry at 6-19, Preserving 
the Open Internet, GN Docket No. 09-191, Broadband Industry Practices, WC Docket No. 
07-52 (Oct. 12, 2010), available at http://apps.fcc.gov/ecfs/document/view?id=7020916539; 
Marvin Ammori, A Guide to the Network Neutrality Discussions at the FCC, HUFFINGTON 
POST (Aug. 4, 2010, 3:08 PM EDT), http://www.huffingtonpost.com/marvin-ammori/a 
-guide-to-the-network-ne_b_670784.html (discussing the different options for introducing 
loopholes into network neutrality rules). 

 37. Shiva Stella, Public Knowledge Expresses Strong Concerns About Sen. Thune’s 
Net Neutrality Discussion Draft, PUB. KNOWLEDGE (Jan. 16, 2015), https://www 
.publicknowledge.org/press-release/public-knowledge-expresses-strong-concerns-about-sen 
-thunes-net-neutrality.  
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lated broadband Internet access service in order to have more capacity for un-
regulated specialized services. In the Open Internet Order, the FCC shared this 
concern, expressed stringent expectations for how it expected ISPs to address 
them, and committed itself to monitoring the issue, all steps in the right direc-
tion.38 While the bill says that specialized services cannot be offered in a way 
that “threaten[s] the meaningful availability of broadband Internet access,” this 
seems to be a lower bar as compared to the FCC’s approach.  

What’s more, the FCC is unable to give meaning to the few, weak limits 
set forth in the bill and must wait on individual complaints before it can address 
these issues by adjudication. As with “user choice” and interconnection, the bill 
strips the agency of any power to affirmatively address the issues with “special-
ized services”—whether now or in the future. 

Finally, network neutrality proponents have argued that ISPs might offer 
specialized services in a way that distorts competition—for example, by offer-
ing them exclusively to themselves or their partners, or by charging different 
prices for the same service. The Open Internet Order acknowledged these con-
cerns, and the FCC committed to monitoring the issue, leaving its resolution to 
subsequent rulemakings.39 But under the bill, the FCC would be powerless to 
address any of these concerns. 

 
7. The bill ties the FCC’s hands—in network neutrality and other emerg-

ing broadband telecommunications policies. 
 
The bill drastically limits the FCC’s ability to implement and enforce the 

network neutrality-related provisions of the bill and strips the FCC of any other 
source of authority that might allow it to regulate ISPs at a later stage. 

In implementing laws, an agency usually has the choice of whether to pro-
ceed by rulemaking or case-by-case adjudication. By contrast, the bill strips the 
FCC of any rulemaking ability related to the provisions of the bill.40 This is a 
huge problem. It makes it impossible for the FCC to adopt implementing regu-
lations that give meaning to the more ambiguous provisions of the bill—of 
which there are quite a few—or to address future network neutrality-related 
problems as they arise. According to the bill, the FCC can enforce the law only 
case by case in reaction to complaints and “may not expand” the bill’s network 
neutrality-related provisions, “whether by rulemaking or otherwise” (e.g., in 
adjudications).41 By explicitly restricting enforcement to the adjudication of 
complaints, the bill also seems to remove the FCC’s ability to investigate viola-

 
 38. Open Internet Order, 25 FCC Rcd. 17,905, 17,965-66 (2010) (report and order), 

vacated in part, Verizon v. FCC, 740 F.3d 623 (D.C. Cir. 2014).  
 39. Id. 
 40. House Draft Bill, supra note 6, sec. 1, § 13(b)(1); Senate Draft Bill, supra note 6, 

sec. 1, § 13(b)(1). 
 41. House Draft Bill, supra note 6, sec. 1, § 13(b)(1); Senate Draft Bill, supra note 6, 

sec. 1, § 13(b)(1).  
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tions of the bill on its own motion—an option the FCC specifically mentioned 
in the Open Internet Order.42  

Tying the FCC’s rulemaking hands and restricting it to adjudicating com-
plaints creates several problems. First, it creates huge uncertainty, as the FCC 
has to wait for a complaint in order to address how ambiguous terms will be 
applied.43 Second, it tilts the playing field in favor of large, established players 
like the large ISPs or large applications or content providers that have the re-
sources necessary to engage in protracted and costly FCC proceedings. Finally, 
case-by-case approaches are less likely to result in decisions that adequately 
protect the values and actors that network neutrality rules are designed to pro-
tect.44 

Moreover, the bill strips the FCC of any other authority it might use to reg-
ulate ISPs. It legally defines “the provision of broadband Internet access service 
or any other mass market retail service providing advanced telecommunications 
capability (as defined in section 706 of the Telecommunications Act of 1996)” 
as an information service,45 making it impossible for the FCC to reclassify the-
se services as telecommunications services under Title II of the Communica-
tions Act. 

And the bill goes even further by removing the FCC’s existing authority to 
regulate broadband providers. So far, the FCC has been regulating ISPs based 
on its ancillary authority, coupled with section 706 of the Telecommunications 
Act of 1996. According to the FCC’s interpretation, which was upheld by the 
Court of Appeals for the D.C. Circuit in Verizon v. FCC,46 section 706 allows 
the FCC to adopt measures that foster broadband deployment. While section 
706 does not allow the FCC to impose common-carrier-type rules on entities 
that—like ISPs—have not been classified as telecommunications services un-
der Title II of the Communications Act, it does allow the FCC to adopt other 
regulations as long as they foster deployment. The bill abolishes that option by 
inserting a provision into section 706 that prohibits the FCC and “State com-
mission[s] with regulatory jurisdiction over telecommunications services” from 
relying on section 706 “as a grant of authority.”47  

These restrictions on the FCC’s authority have ripple effects beyond net-
work neutrality. Most immediately, the bill would make it impossible for the 
FCC to rely on section 706 to preempt state laws that prohibit cities from build-

 
 42. Open Internet Order, 25 FCC Rcd. at 17,989.  
 43. On the problems with case-by-case adjudications in the context of network neutral-

ity, see generally van Schewick, supra note 15, at 69-83. 
 44. Id. at 74-81. 
 45. House Draft Bill, supra note 6, sec. 1, § 13(e) (citation omitted); Senate Draft Bill, 

supra note 6, sec. 1, § 13(e) (citation omitted). 
 46. Verizon v. FCC, 740 F.3d 623 (D.C. Cir. 2014). 
 47. House Draft Bill, supra note 6, § 2(a)(2); Senate Draft Bill, supra note 6, § 2(a)(2). 
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ing and running city-owned broadband networks, an approach it planned to take 
and that President Obama endorsed last week.48  

As Public Knowledge pointed out, removing the FCC’s authority to regu-
late based on section 706 has other unintended consequences:  

This draft would undo nearly five years of work on universal service reform 
based on Section 706 authority, seriously disrupting efforts to provide broad-
band to rural areas. It would eliminate the FCC’s authority to preempt limits 
on community broadband. It could have serious unintended impacts on voice-
over-IP services, placing the stability of the 9-1-1 system at risk and interfer-
ing with the FCC’s efforts to resolve rural call completion. Among other 
things, it could also limit the FCC’s authority to promote access by the disa-
bled to communications services, protect consumer privacy, [and] promote 
broadband deployment by ensuring that new competitors have access to utility 
poles and rights of way.49 

Thus, while the Republican bill gives the FCC limited authority to enforce the 
bill’s network neutrality provisions via adjudication, it takes away any other 
power to promote competition, public safety, and privacy, making it impossible 
to protect consumers and the public interest beyond the very narrow protections 
afforded by the bill.   

CONCLUSION 

It is heartening that congressional Republicans are moving away from op-
position to network neutrality and towards the consensus in favor of meaning-
ful network neutrality rules. However, the bill as currently written does not go 
nearly far enough. As this piece illustrates, the bill would require a significant 
overhaul to ensure that it adequately protects users, innovators, and speakers 
against blocking, harmful discrimination, and access fees. 

The good news is that we don’t need to go back to the drawing board. We 
can instead direct our attention to the FCC. Next month, the Commission could 
adopt a proposal that has unprecedented support, including from President 
Obama: a ban on blocking, application-specific discrimination, and access fees 
under Title II of the Communications Act. We should urge the FCC to adopt 
this proposal, the most clear and direct way to establish meaningful and lasting 
network neutrality protections.  

 
 48. See Press Release, White House Office of the Press Sec’y, Fact Sheet: Broadband 

That Works; Promoting Competition & Local Choice in Next-Generation Connectivity (Jan. 
13, 2015), http://www.whitehouse.gov/the-press-office/2015/01/13/fact-sheet-broadband 
-works-promoting-competition-local-choice-next-gener.  

 49. Stella, supra note 37. 


